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to develop agency mail security poli-
cies and plans. The Federal Protective 
Service has, working with the Inter-
agency Security Committee which it 
chairs, developed standards for build-
ing construction and management, in-
cluding standards for mail centers. At 
a minimum, the agency mail security 
plan must address the following top-
ics— 

(a) Risk assessment; 
(b) Plan to protect staff and all other 

occupants of agency facilities from 
hazards that might be delivered in the 
mail; 

(c) Operating procedures; 
(d) Plan to provide a visible mail 

screening operation; 
(e) Training mail center personnel; 
(f) Testing and rehearsing responses 

to various emergency situations by 
agency personnel; 

(g) Managing threats; 
(h) Communications plan; 
(i) Occupant Emergency Plan (OEP); 
(j) Continuity of Operations Plan 

(COOP); and 
(k) Annual reviews. 

NOTE TO § 102–192.80: The agency mail man-
ager and facility manager(s) need not pre-
pare all of these plans themselves. They 
should participate actively in the develop-
ment and implementation of each of these 
elements, but other parts of the agency or 
outside security professionals should take 
the lead in their respective areas of exper-
tise. 

Subpart D—Reporting 
Requirements 

§ 102–192.85 Who must report to GSA 
annually? 

Large agencies (all agencies that 
spend in excess of $1 million each fiscal 
year in total payments to mail service 
providers) must provide a Mail Man-
agement Report to GSA by January 
15th of each year. If your agency is a 
cabinet-level or independent agency, 
the agency mail manager must compile 
all offices (or components) and submit 
one report for the department or agen-
cy as a whole (e.g., the Department of 
Defense or the Department of Health 
and Human Services). 

§ 102–192.90 What must we include in 
our annual mail management re-
port to GSA? 

Your annual report must— 
(a) Identify your agency mail man-

ager; in addition you must promptly 
report the name of the agency mail 
manager whenever there is a change of 
the person serving in this role. 

(b) State the total amounts paid to 
each service provider during the pre-
vious fiscal year: 

(1) These amounts should include 
only amounts paid for mail; not 
amounts paid to any service provider 
to ship parts and supplies from a mate-
riel distribution center (see the defini-
tion of mail in § 102–192.30). 

(2) These amounts should include all 
postage costs associated with mailing 
printed materials, regardless of wheth-
er the printing is accomplished by the 
agency or a contractor, and regardless 
of how the postage expense is paid (e.g., 
GSA’s Federal Acquisition Service 
(FAS) produces a publication called 
‘‘Marketips,’’ which provides informa-
tion about supplies and services avail-
able through GSA sources. GSA should 
include the postage that it uses to mail 
Marketips in the amounts that it re-
ports, even though a printing company 
actually prints and mails the publica-
tion); 

(c) Report actual results for the per-
formance measures in use at the agen-
cy and facility levels; 

(d) Describe your agency’s accom-
plishments and plans to improve the 
economy and efficiency of mail oper-
ations in the current and future years; 

(e) Identify how many Federal em-
ployees and contractors work in your 
agency’s mail operations nationwide, 
and the number that have achieved in-
dustry certifications (e.g. Certified 
Mail and Distributions Systems Man-
ager, Executive Mail Center Manager, 
Mailpiece Quality Control Specialist, 
Certified Mail Manager); 

(f) Describe your agency’s approach 
to ensuring that program level officials 
are accountable for postage; and 

(g) Verify that a competent expert 
has reviewed your agency security poli-
cies and the mail security plan for each 
facility within the past year, or explain 
what steps your agency has taken in 
this regard. 
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NOTE TO § 102–192.90: GSA is launching a 
long-term initiative to improve the useful-
ness of data collected through the annual 
mail management reports. The reports for 
each succeeding fiscal year will require an 
incrementally broader set of data, working 
towards measures that will give agency man-
agement a much clearer picture of the effi-
ciency and effectiveness of their mail pro-
grams. The additional data will eventually 
require agencies to track cost per piece for 
all outgoing Federal mail. 

§ 102–192.95 Why does GSA require an-
nual mail management reports? 

GSA requires annual agency mail 
management reports to— 

(a) Ensure that Federal agencies have 
the policies, procedures, and data to 
manage their mail operations effi-
ciently and effectively; 

(b) Ensure that appropriate security 
measures are in place; and 

(c) Allow GSA to fulfill its respon-
sibilities under the Federal Records 
Act, especially with regards to sharing 
best practices, training, standards, and 
guidelines. 

§ 102–192.100 How do we submit our 
annual mail management report to 
GSA? 

If your agency is a large agency, as 
defined in § 102–192.35, you must submit 
annual reports using the GSA web- 
based Electronic Performance Support 
Tool (EPST). Agency mail managers 
and other authorized users will receive 
training from GSA on how to use the 
EPST. 

§ 102–192.105 When must we submit 
our annual mail management re-
port to GSA? 

Beginning with the report covering 
Fiscal Year 2009, your annual report 
will be due on January 15th of each 
year for the previous fiscal year. 

Subpart E—Performance 
Measurement Requirements 

§ 102–192.110 At what level(s) in our 
agency must we have performance 
measures? 

You must have performance meas-
ures for mail operations at the agency 
level and in all facilities and for all 
program levels that spend more than $1 
million per year on postage. GSA pro-
vides a list of suggested performance 

measures, as part of the format for the 
annual report. You may also find these 
measures on GSA’s web site, at 
www.gsa.gov/mailpolicy. 

§ 102–192.115 Why must we use per-
formance measures? 

Performance measures gauge the suc-
cess of your mail management plans 
and processes by comparing perform-
ance over time and among organiza-
tions. Performance measures— 

(a) Help define goals and objectives; 
(b) Enhance resource allocation; and 
(c) Provide accountability. 

Subpart F—Agency Mail Manager 
Requirements 

§ 102–192.120 Must we have an agency 
mail manager? 

Yes, every Federal agency as defined 
in § 102–192.35 must have an agency 
mail manager. Agencies that are not 
‘‘large agencies’’ as defined in § 102– 
192.35 may not need a full-time person 
in this position. 

NOTE TO § 102–192.120: GSA will post the 
names and official contact information for 
all large agency mail managers on its web 
site located at www.gsa.gov/mailpolicy. 

§ 102–192.125 What is the appropriate 
managerial level for an agency mail 
manager? 

The agency mail manager should be 
at a managerial level that enables him 
or her to speak for the agency and ful-
fill the requirements of Subparts B, C, 
D, E, and F of this part. GSA rec-
ommends professional mail certifi-
cation for agency mail managers. 

§ 102–192.130 What are your general 
responsibilities as an agency mail 
manager? 

In addition to carrying out the re-
sponsibilities in Subparts B, C, D, and 
E of this part, an agency mail manager 
should— 

(a) Establish written policies and 
procedures to provide timely and cost 
effective dispatch and delivery of mail; 

(b) Ensure agency-wide awareness 
and compliance with standards and 
operational procedures established by 
all service providers used by the agen-
cy; 
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